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Results of detection of computer attacks by the method of variations (outliers) have been analyzed. Identified errors in the calculation of the deviations and made adjustment that increases performance of the system. Developed model of intrusion detection based on information about the behavior of outliers in the network. The techniques of intrusion detection are proposed.
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**Formulation of the problem.** The intensive use of the Internet network security has become a key foundation for all web applications. Intrusion Detection and identification of attacks by analyzing the information in the records of network processes – all of this can be seen as one of the important ways for effective solutions in the field of network security problems [1].

Invasion could jeopardize the security of both data and the system itself. With the development of information networks and the increase in the data rate, there is a risk of malicious use of the Internet. A need for more reliable and effective control system, crucial network security problem without human interaction.

Using the tools of detection of anomalies and attacks depends on areas of implementation. The narrower scope, the easier it is to apply to it or that research tools.

The possibility of working with neural networks (NN). A distinctive feature of NN is that they cannot be programmed and trained. This is one of the main advantages over traditional algorithms. The training consists of connections between neurons that determine the ratio of input and output signals of the neuron. NN based on "learning" and does not allow analytically to calculate the level of errors. The disadvantage is that the topology of the network nodes and weight are determined only after a sufficiently large number of trials and errors. The main disadvantages of IDS (Intrusion Detection Systems) NN:

- lack of precision detection U2R and R2L attacks;
- low reliability of the detection.

**Analysis of recent research and publications.** To solve these problems, we propose a new approach based IDS deviation method. Detection of deviations is made in order to improve the accuracy and stability of detection. The proposed approach consists of two phases: training to normal data sets and test data sets with samples of intrusion. Different data set is used to prepare the initial stage of IDS in a distributed storage environment. Normal data sets improve the performance of intrusion detection system. With the invasion of the data set, which is used to calculate the value of the error with the training data sets. If the number of errors is incremented by a certain threshold, then the test data set should be regarded as an anomaly.

Various methods can be used for intrusion detection, but each is specific for a particular method [2]. The main purpose of the intrusion detection system – effectively detect attacks. It is important to identify the attack at an early stage, in order to reduce its impact. An approach deviations sculpt the values at which the data set anomaly measured deviation factors (DF).

Learning model consists of data sets distributed storage environment to enhance the intrusion detection system performance. Experimental results have shown that this approach detects anomalies efficient than known methods.

The first work is conceptual, as they attempted to use is not defined filters or methods, and theory of probability and mathematical approaches to solving problems.

Known methods of machine learning (temptation-governmental neural network) for intrusion detection.

Development of methods for detection of attacks based on the information about the behavior of outliers in a network devoted to the work.

**Bold of unsolved aspects of the problem.** Classification of problems contributes to the selection of the best approaches to solving problems. Intrusion detection systems are divided into three categories:

- host-based IDS;
- networking IDS;
- IDS vulnerability assessment.

There are basic models used to analyze the events and intrusion detection:

- misuse detection model – an intrusion detection system by searching for known vulnerabilities or intrusion signatures.

Model of anomaly detection – intrusion detection system by using the search function abnormalities network traffic.

Some IDS can detect signs of intrusion without specifying types of attacks, but they are sensitive to false alarms. We used the proposed IDS approach based on anomaly detection model [3].
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The main goal is to develop an IDS based on anomaly detection model, which would have a low threshold of false alarms and be adaptive and work in real time. Fig. 1 shows the architecture of the system in which packets are received from the Internet, and SNORT is used to collect data. Original features extracted from the data packets are transmitted to the IDS, then the proposed IDS calculates the distance between the extracted features and the training model. Learning model consists of large amounts of distributed data storage environment to improve the intrusion detection system performance. Thus, if the abnormal value exceeds a predetermined threshold, it generates a false alarm [4].

The aim of the study is to develop an IDS based on anomaly detection model, which would have a low threshold for false alarms and be adaptive and work in real time.

The main material. These samples have normal dense neighborhood, whereas they are dispersed at deviations away from each other. Dropping deviations are the objects of the outer layers [5].

The basic idea of the approach is to assign the data with a factor of the deviation, and to find the data, whose behavior is different compared with more normal flow of information.

The steps of the algorithm used to calculate deviations for these examples are as follows:
- calculate the maximum deviation (D) for each sample data (D);
- calculated distance reachable for each of the examples of D relative to each other (n): the maximum distance \( (D, n) = \max \{d(D, n)\} \) – is the distance between the data of Example D and data Example n;
- calculated by the local density reachability for each example D, based on the return on availability medium distances reachable via MinPts (the minimum number of objects), and sample D with its immediate neighbors;
- are determined to reject all examples of D with respect to the averaged data with coefficients density reachable MinPts nearest neighbors.

The advantages of the proposed approach the deviations are shown in Figure 2. Clusters are defined as dense sets of related objects. A simple two-dimensional array of data taken from a much larger number of samples in cluster R1 and then in R2. Thus, the density higher than the density K1 K2. For each example, be considered an object within the cluster K1, where the distance between him and his nearest neighbor is greater than the distance between P2 and its nearest neighbor cluster of K2. Therefore, P2 is not regarded as abnormal values.

Therefore, detection of outliers is in the field of statistics. However, in the P1 deviation can be detected using only the nearest neighbor distances. Alternatively, the deviation can capture both values (P1 and P2) in connection with what they consider grouping all points (Figure 2).

In the study of the number of experiments it was based on the extracted data to measure the performance of IDS systems. Experiments were carried out on the basis of configuration: Windows 8, Core2Duo (R), CPU T7300 2,90 GHz.

The extracted data set included over two thousand entries compounds. Test data included five thousand records connections. The data set includes the features derived from each compound, and the group of labels identifying a recording status connections for deviations.

The distance and the deviation of the data values are calculated by a method of detection of deviations. These calculations show that the deviation values increase when the distance between lessons and test data increases. The results are shown in the table.

### Table 1

<table>
<thead>
<tr>
<th>№</th>
<th>Distance</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>3.5</td>
<td>5</td>
</tr>
<tr>
<td>2</td>
<td>1.2</td>
<td>2</td>
</tr>
<tr>
<td>3</td>
<td>4.6</td>
<td>8</td>
</tr>
<tr>
<td>4</td>
<td>2.7</td>
<td>3</td>
</tr>
<tr>
<td>5</td>
<td>3.6</td>
<td>7</td>
</tr>
</tbody>
</table>

Conclusions and suggestions. In the approach developed for the detection of deviations to detect intrusion into a computer network. Learning model consists of data sets distributed environment, which increases the performance of the system when it detects intruders. The proposed approach is applied using data sets KDD. Machine learning approaches of intrusion detection in computer networks are promising, since it is possible...
to fully automate the detection of intrusions in the networks. In the study evaluated the performance of the proposed method, which can detect anomalies in most computer network. The results of using the approach of intrusion detection in computer networks. Further research is planned to use the results to samples of learning models or test data.
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