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Summary. The article deals with the problems of terminological lexis functioning in professional communi-
cation in the context of increasing globalization processes. Under globalization different professional spheres
fuse with the cyberspace. Special attention is devoted to the study of the universalization of terminology in
the sphere of fighting cybercrime. Under terminology universalization the author means the tendency to use
terminological units that denote certain objects and phenomena of the objective reality in time and space and
have both a recognizable verbal form and unified general meaning, when the latter is clear and understandable
to all the professionals irrespective of the country they live and which is interpreted by them alike. The study
has proven that the discourse of international enforcement activities aimed at fighting cybercrime is charac-
terized by the use of the terminological lexis formed on the basis of legal and computer terminology fusion. By
terminology fusion the author means the process of joining two or more terms together to form a single termi-
nological entity.
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fighting cybercrime.

Pany A.lL

JIbBiBCHKMIT HAIIIOHAJIBHUY yHIBepcuTeT iMeHl IBana Opauka

CTPYKTYPHO-CEMAHTUYHI OCOBJINBOCTI YHIBEPCAJII3AIIIT
TEPMIHOJIOTTYHOI IEKCUKA B KOHTEKCTI TJIOBAJIIBAIIIL

Anoranisa. CraTrs IpHCBSYEHA OCIKEHHIO O0COOIMBOCTEH yTBOPEHHS 1 (DYHKILOHYBaHHS TEPMIHOJIOTIY-
HOI JIGKCHUKH B Hpocbecn/mm ROMyHucaLm B yMOBax I‘no6amaauu 1H(OPMAIITHOTO IPOCTOPY. Y MOBI CIIOCTE-
piraerbcs TeH,HeHI_[lH 7io yHiBepcasisamil TepMIHOJIOIIYIHOI JIeKCHKH Ol3HeCy Ta MapKeTHHIY BHACILIOK yHi-
dikarii KOMITIOTEePHUX HPOrpaM, a TAKOK IIapaJiejibHe 3POINeHHs IPodLIEHOI IpodeciiHol TepMIHOJIOrI 13
KOMITI0TEPHOIO TepMinosorieo. [1i yHIBepcasi3aIien TepMIHOIOTIUHOI JJEKCUKN aBTOP PO3yMie TEHIEHIIII0 0
BKMBAHHS TEPMIHOJOTIYHNAX OQUHUID, IKI II03HAYAIOTH OKpeMi 00'€KTH Ta ABMUINA 00 €KTHMBHOI peasbHOCTI B
Yyacl Ta IPoCTopl, Ta MATh Mi3HABAHY BepOaJbHy OpMy Ta e€IuHe, 3arajibHe 3HAYEHHS, SKe 3P03yMLIe BCIM
(baxiBuHM 683BiL[HOCHO KpaiHu [IPOKUBAHHS 1 aKe TPAKTYEThCH BciMa HUMH omHAaKoBo. [IpocaimroBano ocobm-
BOCTI yTBOPEHHS 1 d’)YHRLLIOHyBaHHH TEPMIHOJIOTIYHOI JIeKCUKa cepu 00pOoTHOM 3 KiOep3JIOUMHHICTIO HA MOB-
HoMy Marepiami nokymeHTy “Comments of the United States of America to the Draft Comprehensive Study
on Cybercrime, August 22, 2016”, KJII0Y0BUI TEPMIH SIKOTO CKJIATAETHCS 3 KOMITIOTEPHOr0 TepMiHy cyber ta
IOPUIUYHOTO crime. H_IJIHXOM 3JINTTA OBOX IOHATL “Kibep, kKibepHeTwmuHmMit” a00 “BipTyasJbHUH, MOB'A3aHUN 13
1H(OPMAIIHHUMY TeXHOJIOTIAME Ta “3JI0YNH/3JI0YNHHICTE YyTBOPEHO HOBUM TepMiH cybercrime Ha O3HAYEHHS
HOBOT'O BHUY KPUMIHAJIBHOI JIsIBHOCTI. JacTOTHICTh MOr0 BYKMBAHHS € 3HAYHOIO 1 CTAHOBUTEH 119 CIIOBOBIKH-
BaHb 200 1,8% Bix 3araJabHOI KIIBKOCTI caiB y Tekceri (6774). Cepen mpodecioHa iaMiB Ha OCHOBI TE€PMIHOJIOTIY-
HOI OWHMUII cybercrime BHOKPeMJIEHO IBl Ipymnu: (a) CJIOBOCIIOJYYEHHS-IIPOdeCIOHATI3MHU Ha OCHOBI TEPMIHY
cybercrime; (6) cJI0BOCITOTyUeHHSI-TTPOdECiOHATI3MI HA OCHOBI MOTeJIl: TepMiH cybercrime (y posi o3HaYeHH) +
imenHuk. [IpoBeme mocmiasxeHHS IATBEPIMUI0 HASBHICTD npoueciB yHIBepcasisalii TepMiHonorquo'l' JICKCUKU B
yMOBax ryobamisaryi 1HpopMarIifHoro IIPOCTOPY CY4aCHOro CYCIILIIBCTBA Ta JO3BOJIAJIO 3pOOUTH TaKl BUCHOBKH:
1) romobasmisaitis cupuse yHidgiKaliil i lHCTI/ITyL[H/IHOI‘O IIPOCTOPY Pi3HUX MPodeciiHuX cepesjoBUI KpaiH CBiTy Ta
CYIPOBOJIKYETHCS YHI(IKAIle KOMII'IOTEPHUX IPOrpaM 3 JIIOBOZCTBA, (PIHAHCOBOTO OOJIIKY, BeleHHsT OaHKIB-
CBKHX 1 TOPrOBEJIBHUX ONEPalllil TOIIo; 2) ImapaJesbHO 3 IPOLecoM yHigikamil 1 lHCTI/ITyuH/IHOI‘O TIPOCTOPY pis-
HHUX IIPOodQecifHUX CepeIoBUII KpaiH CBIiTY BiIOyBaeThCs YHIBEpCAII3allisa 3arajibHOI TePMIiHOIOIYHOI JIEKCUKHI
GisHecy Ta MApKETHUHTY Ta 3POIIeHHs IPodiabHOI IpodeciifHOl TepMIHOJIOTII 13 KOMII I0TEPHOI0 TePMIHOJIOTIEI;
3) mepexiJ JieraJbHOI 1 HeJIerajJbHOI J1JI0BOI AaKTUBHOCTI B KIOEPIIPOCTIP CYIPOBOIKYETHCSA 3POCTAHHAM Ki0epa-
JIOUMHHOCT] SIK STKICHO HOBOI KPUMIHAJIBHOI JIAJIBHOCTI; 4) TUCKYPC MIKHAPOIHOI IPABOOXOPOHHOI TISIBHOCTI Y
chepi 6opoTHOM 13 KIOEP3TOUMHHICTIO XaPAKTEPU3YETHCS BIKUBAHHAM TEPMIHOJIOTIUHOI JIEKCUKH, YTBOPEHOI Ha
OCHOBI 3JIUTTS IOPUIUYHOL 1 KOMIT IOTE€PHOI TePMIHOJIOT.

Kirouosi ciroBa: TepmiHOJIOrIUHA JIEKCHKA, IIpodpeciiiHa KOMYHIKAIlls, MoBa IIpodeciiiHol KoMyHIKAaIlii,
ryIobasi3ariiss, yHIBepcayi3allis TepMIHOJIOTII, JUCKYPC MIMKHAPOIHOI IIPABOOXOPOHHOI ITISJIBHOCTI y cdepl
00pPOTHLOU 13 KI0EPIIIOUUHHICTIO.

Problem statement. The research is in the
context of cognitive-and-discursive para-
digm aimed at studying language functioning in
the structure of communication, in general, and, at
terminology functioning in the structure of profes-
sional communication, in particular. Globalization
as a relevant factor of the information environment

has a considerable impact on professional commu-
nication.

Globalization of the information space of the
modern society causes further fusion of profession-
al environments with the cyber space. Analysis of
the main characteristics of the terminology forma-
tion and functioning in the professional communi-
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cation in the context of globalization defines the
significance of the research.

The transition of business activities into cyber-
space is accompanied by the parallel migration of
illegal activities. This process is not limited only
to illegal commercial transactions, for the shift of
business activities to cyber space attracts the at-
tention of the underworld. As a result the number
of crimes committed by means of IT has consider-
ably increased, and the modern society deals with
a qualitatively new type of unlawful activity: cyber
criminality.

The international cooperation in the sphere of
fighting cyber criminality is implemented under the
aegis of influential international organizations and
is regulated by corresponding international legal
documents. The texts of these documents are rich
in terminological units formed on the basis of le-
gal and computer terms blending to denote a broad
variety of phenomena and objects in the sphere of
cyber criminality and the fight with it.

Recent research and publications. Legal
discourse has become a valid source of material for
linguistic research, for example, N. Kravchenko in
her thesis “International-Legal Discourse: Cogni-
tive-Communicative Aspect”, dedicated to complex
analysis of genre and conceptual characteristics of
the international legal discourse pays special atten-
tion to the determination of the international legal
picture of the world, conceptualization of the inter-
national legal reality, and the conceptual sphere of
“justice” [4], O. Chornobaj studies the ways of mas-
tering legal communication [7].

More attention should be paid to complex lin-
guistic research of the languages of professional
communication. S. Grinev has marked the perspec-
tives of cognitive terminology studies in the first
half of the 21 century [2]. Some scholars define lan-
guages of professional spheres as the variants of
national languages, the other term: sublanguages.
0. Golovanova considers the language of profession-
al communication as a complex of linguistic means
that operate in a particular professional sphere
[1, p. 33-34]. A. Rey marks that the language of
law functions as a part of the national language
and consists of legal vocabulary and certain partic-
ular synthetic structures [9, p. 78]. The others, on
the contrary, consider them as different from na-
tional languages. L. Hoffman defines the language
of professional communication as a set of linguis-
tic phenomena that merge in a certain sphere of
communication and is limited by a specific topic,
intentions, and conditions [8, p. 203], moreover, the
scholar points at the great role of extra-linguistic
and communicative factors that influence further
development of professional languages and specific
characteristics of their functioning.

Thus, the influence of such extra-linguistic fac-
tor as globalization on the formation and function-
ing of the legal terminology in the sphere of fighting
cybercrime is in the focus of this paper.

The purpose of the article. The article is
aimed at studying the specific characteristics of the
process of universalization of terminological lexis
under globalization. The object of the research is
the terminological lexis in the sphere of combat-
ting cybercrime, based on the language material of
the document “Comments of the United States of
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America to the Draft Comprehensive Study on Cy-
bercrime, August 22, 2016” [13].

Presentation of the main material. We un-
derstand universalization of the terminological lexis
as the use of terminological units that define sep-
arate specific objects and phenomena of the objec-
tive reality in time and space and have recognizable
verbal forms and unified, general meanings that are
understandable to all specialists in these particular
special spheres regardless of the country of their res-
idence and that are interpreted by them similarly.
R. Dudok states in his monograph “The Problem of
Meaning and Sense of the Term in the Humanities”
that the structural-and-semantic potential of the
term enables its correlation within the terminolog-
ical systems of the Humanities [3, p. 4].

The key term of the document “Comments of the
United States of America to the Draft Comprehen-
sive Study on Cybercrime, August 22, 2016” cyber-
crime consists of two elements: a computer term
cyber and a legal one crime. By means of blending
two notions — (1) “cyber, cybernetic” [2] or “virtual,
connected with information technologies” [3] and
(2) “crime, criminality” a new terminological unit
cybercrime is formed to denote a new type of crimi-
nal activity. The frequency of its use in the texture
of the document is considerable enough and equals
119 cases of word usage, which comprises 1,8% of
the total number of words in the text (6774).

Likewise, the term cybercriminals is formed,
based on blending a computer term and a legal one
(cyber + criminals), for instance: Change is the only
constant in cybercrime as cybercriminals exploit
new communications methods and technological
changes on the Internet — practically, this segment
of the document suggests the definition of the term
“cybercriminals” as criminals who implement new
information technologies in their criminal activity.

Terminological units based on the term cyber-
crime are divided into two groups: (a) nominal ter-
minological units formed on the basis of the model
cybercrime (in the attributive function) + noun, for
example: 1) cybercrime prevention; 2) cybercrime
standards; 3) cybercrime legislation; 4) the cy-
bercrime study; (b) verbal terminological units: to
address cybercrime; to respond to cybercrime; to
combat cybercrime; to enact national cybercrime
legislation; prioritize cybercrime.

Let’s consider two of them — a (new) instrument
on cybercrime and the fight against cybercrime — as
such that reflect the essence of this important doc-
ument: the first terminological unit determine the
status and role of the document as a legal instru-
ment in fighting cybercrime, and the second one de-
clares its goal. It is important to note that the ter-
minological unit a (new) instrument on cybercrime
and its invariant the fight against cybercrime stress
the significant role of the Budapest Convention as
a new international legal instrument in fighting cy-
ber criminality: a new international instrument on
cybercrime.

The global scope of the jurisdiction of Budapest
Convention as of an effective legal instrument is
emphasized by the use of the adjectives global and
legal in the attributive function: Finally, the Draft
Study concludes that multiple law enforcement in-
formation-sharing networks and a degree of vari-
ance in procedural cooperation safeguards are chal-
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lenges that must be overcome via a new global legal
instrument on cybercrime.

Despite only few cases of the use of the termino-
logical unit the fight against cybercrime (4 cases) in
the text of the document, it plays an important role
as an indicator of its main idea and goal. For in-
stance: 1) Contrary to some views expressed in prior
Expert Group meetings, even as the threat evolves,
the fight against cybercrime has not stood still
but continues to improve; 2) The fight against cy-
bercrime is a top priority among governments in
virtually every multilateral body; 3) The question-
naire’s raw data could assist the Expert Group in
assessing global strengths and weaknesses in the
fight against cybercrime. The final sentence of
the document ends in the terminological unit the
fight against cybercrime, stating once more the
main goal of the document as well as readiness and
wiliness of the global community for uncompromis-
ing fight against cybercrime: It would be unfortu-
nate if repeated references in the Draft Study to a
new global instrument distract countries from a
more appropriate focus on improving their internal
capacity to permit them to strengthen their domes-
tic security and engage fully as equal and effective
partners in the fight against cybercrime.

Among the professional lexis on the basis of
the terminological unit cybercrime we have classi-
fied two groups, namely: (a) extended professional
word combinations formed on the basis of the term
cybercrime, for example: 1) a potential lack of un-
derstanding of cybercrime; 2) national responses
to cybercrime; 3) regional instruments on cyber-
crime; (b) extended professional word combina-
tions formed on the basis of the model: the term
cybercrime (in the attributive function) + noun,
for example: 1) discussions concerning the cyber-
crime study; 2) membership in a multilateral cy-
bercrime instrument; 3) harmonization of cyber-
crime laws.
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So, the correlation of the terminological systems
of the professional spheres of law and computer
technologies is taking place alongside with the fu-
sion of their institutional environments because of
the transition of illegal business activities into cy-
ber space. Globalization determines the necessity
of creating a universal means of verbal communi-
cation to ensure the adequate exchange of informa-
tion and knowledge transfer worldwide, and uni-
versalization of terminology serves this purpose.

Conclusion. Thus, the research has proven the
occurrence of the processes of universalization of
terminological lexis under globalization of the in-
formation space and has given grounds to make the
following conclusions: first, globalization promotes
unification of the institutional environment of differ-
ent professional spheres worldwide and is accompa-
nied by the unification of computer programs in office
work, accounting, financial and trade transactions,
ete.; second, parallel to the process of unification of
the institutional environment of different profession-
al spheres globally the universalization of the general
business and marketing terminology is taking place
together with the special terminology blending with
the computer terminology; third, the shift of business
activities to cyber space is accompanied by a consid-
erable increase of cybercrime as a qualitatively new
type of criminality; and, finally, the discourse of in-
ternational enforcement activities in fighting cyber-
crime is characterized the use of terminology based
on legal and computer terms blending.

The analysis of terminological lexis functioning
in professional communication is of great impor-
tance in regards to the role of the term as an in-
strument of cognition; hence further perspectives
of the linguistic research of the terminology in the
sphere of cybercrime are connected with defining
its semantic and cognitive nature, as well as its
communicative-and-functional potential and char-
acteristics.
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